
Backend System Penetration Test.
Black-box testing of backend services.

• Security scans in a non-intrusive approach

• Firewall evasion techniques (tcp, udp, sctp)

• Vulnerability analysis of open ports

• Penetration testing of reachable services & APIs

• Intrusive exploitation and manual verification

• Extensive brute-force testing

• Horizontal and vertical privilege escalation attacks

• Web application and OWASP TOP 10 testing

• umlaut will not exfiltrate any data, will not perform any 
DoS type attacks without approval, and will not make 
changes to tested systems.

Price from
9.500€

umlaut communications GmbH - Offered in partnership with Deutsche Telekom IoT  


